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What is Bullying? 
 

 Bullying is unwanted, aggressive behaviour among school aged 
children that involves a real or perceived power imbalance. The 
behaviour is repeated, or has the potential to be repeated, over time. 
Both kids who are bullied and who bully others may have serious, 
lasting problems.  

In order to be considered bullying, the behaviour must be aggressive 
and include: 

 An Imbalance of Power: Kids who bully use their power—such as 
physical strength, access to embarrassing information, or popularity—
to control or harm others. Power imbalances can change over time 
and in different situations, even if they involve the same people. 

 Repetition: Bullying behaviours happen more than once or have the 
potential to happen more than once. 

Bullying includes actions such as making threats, spreading rumours, 
attacking someone physically or verbally, and excluding someone from 
a group on purpose. 

 



Types of Bullying 
 

 Verbal bullying is saying or writing mean things. Verbal bullying 
includes: 

 Social bullying, sometimes referred to as relational bullying, 
involves hurting someone’s reputation or relationships. Social 
bullying includes: 

 Physical bullying involves hurting a person’s body or possessions. 
Physical bullying includes: 

 





Why do People Bully? 
 

 Children who are victims of domestic violence can become ‘bullies’ or be 
vulnerable to being bullied 
 

• Children can bully and be victim at the same time 
 

• May have witnessed traumatic event  

 

• Influenced by media, family, wider community  

 

• Not always obvious e.g. cyber bullying 

   

• Maybe scared - Peer pressure 

 

• Prejudiced motivated bullying  

 



Signs of Bullying 
 Frightened of walking to and from school. 

 Begins truanting. 

 Becomes withdrawn, anxious, or lacking in confidence. 

 Feels ill in the morning. 

 Loss of appetite/comfort eating; unable to sleep 

 Begins to underperform in schoolwork. 

 Possessions go ‘missing’. 

 Asks for or steals money to pay the bully. 

 Is frightened to say what is wrong. 

 Self harming 

 



Procedure- each case will be 
individual 
 Inform the class teacher and Head Teacher.  

 Talk to the suspected victim, and any witnesses individually. 

 One child’s word against another is never taken as credible 
evidence unless supported by a confession, credible witness 
account or any other credible form of evidence. 

 All possible witnesses and forms of evidence must be explored as 
part of the investigation. 

 Identify the bully and talk about what has happened, to discover 
why they became involved. Make it clear that bullying is not 
tolerated. 

 If the bully owns up then sanction procedures outlined in the 
Behaviour Policy will be followed. 

 



What can we do… 
 

The key is prevention. 

 

By who… EVERYONE. 
 

 



School 
 

 Anti-bullying week 

 Children are made aware of the strategies to deal with low level issues and 
what to do in different situations including situations of cyberbullying. 

 Children may participate in activities such as role play work in class as part of 
the Wiltshire Learn4Life scheme and other schemes used in the school. 

 Making use of curriculum opportunities to raise pupil awareness eg through 
RE, cross-curricula themes, drama, story writing and literature. 

 Our whole school Behaviour Policy 

 Good quality role models e.g. Play Leaders 

 Adult modelling of appropriate response to a wide range of scenarios 

 Children, parents and staff have a good knowledge of the procedure/policy 

 Children and staff have a clear understanding of their rights and 
responsibilities 

 E-safety frequently discussed and taught 

 



Home 
 Look out for unusual behaviour in their children – for example, they may suddenly not wish to 

attend school, feel ill regularly, or not complete work to their usual standard. 

 Always take an active role in their child’s education. Enquire how their day has gone, who 
they have spent their time with, etc. 

 If they feel their child may be a victim of bullying behaviour, inform school immediately. Their 
complaint will be taken seriously and appropriate action will follow. 

 If a child has bullied their child, they should not approach that child on the playground or their 
parents or involve an older child to deal with the bully. 

 Please inform school immediately who will deal with it following the school procedures. It is 
important that they advise their child not to escalate the situation if they can. It can make the 
case harder to resolve if they have. 

 Tell their child that they do not have to tolerate bullying. 

 Reinforce the school’s policy concerning bullying and make sure their child is not afraid to ask 
for help. 

 If they know their child is involved in bullying, please discuss the issues with them and inform 
school. The matter will be dealt with appropriately. Remember incidents are confidential, 
they should not be discussed with other parents on the playground. Speak to school staff if 
they have concerns. 

 Parents have a responsibility to support the school’s anti-bullying policy, actively encouraging 
their child to be a positive member of the school. 

 



Sexting 

 

 







E-safety   



Technology 
is changing 
at a rapid rate 

 



Online access 
OFCOM 2015 
 

 53% of 3- 4 year olds have access to a tablet 

 69% of 5- 7 year olds have access to a tablet 

 

 

39% for 3-4s access internet through a tablet 

67% for 5- 7s access internet through a tablet 

91% for 8-11s access internet through a tablet 

  

One in ten 5-15s go online only through a device other than a laptop, 
netbook or desktop computer. 



1,500 young people aged 8-17 years old took part in our online 
survey conducted by ResearchBods.  





Blogging 

 E-safety Policy/ Blogging Policy -  On the School website 

 Everything is checked before it appears online by the class teacher 

 Reminded of rules 

 Comments disabled at the moment 

 

 



In school 

 

 

 Switched on Computing scheme of work.  E-Safety is an integral aspect of the 
resource and is embedded in every unit.  

 Filters in school  

 E-safety policy  

 Teach E-safety throughout the curriculum 

 Hector’s world Safety Button ( You can download this at home) 

 

 



Hector’s World Safety Button 

• The Hector’s World Safety Button™ is a child-activated safety 
tool which children can use if something on-screen upsets or 
worries them.  

 



Hector’s World Safety Button 

 



How to set up 
Parental 
controls 

 

The 4 big internet providers in the UK – BT, Sky, TalkTalk and Virgin 
Media - provide their customers with free parental controls which 
can be activated at any time. They have come together to produce 
these helpful video guides to help you to download and set-up the 
controls offered by your provider. 

 



Filtering 

 No filter or parental controls tool is 100% effective, and many of the risks that young people face 
online are because of their own and other’s behaviour. It is therefore important to talk to your 
children about staying safe online with your child and make sure they know that they can turn to 
you if they get into any difficulty.  

 



Staying safe 
when out and 
about 

 

If children are taking their devices out of the home, it's worth 
bearing in mind that they could connect to public wifi, for example, 
in a shop, cafe or restaurant. Look out for theFriendly WiFi symbol 
which shows that the wifi has filters in place to limit access to 
pornographic content. 

http://www.getmedigital.com/friendly-wifi  
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Privacy 

In school  

We have permission for photos 

 

No photographs and/or videos during events. School will take 
photos and upload them to the school website 

 

No names with photos 

 

 



Social Media – 
13 Years Old 

Facebook –  

Twitter - 

Snapchat - 

Youtube 

Instagram  

 

To talk children about the risks.  

Visit https://www.commonsensemedia.org/social-media  

For more information  
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Social Media 

Common Sense Media 

 

Find out what happens in a game or in a film. 

Honest reviews. Check before you let them on.  

 

 

 

https://www.commonsensemedia.org/social-media  
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Common 
Sense Media 

 

 

 



Common 
Sense Media 

 

 

 

Parents need to know that Grand Theft Auto V is an M-rated action game brimming with gang 
violence, nudity, extremely coarse language, and drug and alcohol abuse. It isn't a game for kids. 
Playing as hardened criminals, players kill not only fellow gangsters but also police officers and 
innocent civilians using both weapons and vehicles while conducting premeditated crimes, 
including a particularly disturbing scene involving torture. Women are frequently depicted as sexual 
objects, with a strip club mini-game allowing players to fondle strippers' bodies, which are nude 
from the waist up. Players also have the opportunity to make their avatars use marijuana and drink 
alcohol, both of which impact their perception of the world. None of the main characters in the 
game makes for a decent role model. All of them are criminals who think of themselves first and 
others rarely at all. Few games are more clearly targeted to an adult audience. 



Common Sense Media 
  

 

 

 

 

 

 

 

School in Yorkshire 



Common Sense Media 
 

 

 

 

 

 

 

 



http://www.staverton.wilts.sch.uk/e-safety/  
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Ideas for home 
e-safety 

Practical principles Talk with, NOT at your children. 

Agree family guidelines and rules. 

Discuss regularly online safety.  

Infrastructure Virus and firewall software up to-date, Browser ‘safe 
search’ enabled.  

Education Learn together about new technologies and enjoy! Reflect 
together about new technologies, pros and cons  

Systems Keep webcams in family rooms  

Monitor time spent on the internet View the ‘History’ or purchase 
filtering software.  

 

Have proportionate responses to problems. Your child will not tell you 
about a problem if they feel their access to the technologies will be 
restricted.  



 



Open dialogue with your child 

Family agreement 

Consider filtering and blocking software 

Think before you/they post 

Understand the laws 

Privacy settings and reporting 

Save the evidence and report the incident 

Age ratings on apps and games 

Protect their personal information 

Sign up to the UK 

Safer Internet Centre 

newsletter at: 

 
saferinternet.org.uk  



We are happy to answer questions! 

education@childnet.com 

saferinternetuk 

@UK_SIC 

www.saferinternet.org.uk 

www.childnet.com  


